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NEW QUESTION 1
- (Exam Topic 1)
You need to create the Microsoft Store for Business. Which user can create the store?

A. User2
B. User3
C. User4
D. User5

Answer: C

Explanation:
References:
https://docs.microsoft.com/en-us/microsoft-store/roles-and-permissions-microsoft-store-for-business

NEW QUESTION 2
- (Exam Topic 1)
You need to meet the compliance requirements for the Windows 10 devices. What should you create from the Intune admin center?

A. a device compliance policy
B. a device configuration profile
C. an application policy

D. an app configuration policy

Answer: C

NEW QUESTION 3
- (Exam Topic 1)
You need to ensure that Userl can enroll the devices to meet the technical requirements. What should you do?

A. From the Azure Active Directory admin center, assign Userl the Cloud device administrator rote.

B. From the Azure Active Directory admin center, configure the Maximum number of devices per usersetting.
C. From the Intune admin center, add Userl as a device enroliment manager.

D. From the Intune admin center, configure the Enrollment restrictions.

Answer: C
Explanation:

References:
https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/enroll-devices-with-device-enroliment-manager

NEW QUESTION 4

- (Exam Topic 1)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an Active Directory domain named contoso.com that is synced to Microsoft Azure Active Directory (Azure AD).

You manage Windows 10 devices by using Microsoft System Center Configuration Manager (Current Branch).

You configure a pilot for co-management.

You add a new device named Devicel to the domain. You install the Configuration Manager client on Devicel.

You need to ensure that you can manage Devicel by using Microsoft Intune and Configuration Manager. Solution: Define a Configuration Manager device
collection as the pilot collection. Add Devicel to the

collection.

Does this meet the goal?

A. Yes
B. NO

Answer: A

Explanation:

Devicel has the Configuration Manager client installed so you can manage Devicel by using Configuration

Manager. To manage Devicel by using Microsoft Intune, the device has to be enrolled in Microsoft Intune. In the Co-management Pilot configuration, you
configure a Configuration Manager Device Collection that determines which devices are auto-enrolled in Microsoft Intune. You need to add Devicel to the Device
Collection so that it auto-enrols in Microsoft Intune. You will then be able to manage Devicel using Microsoft Intune. Reference: https://docs.microsoft.com/en-
us/configmgr/comanage/how-to-enable

NEW QUESTION 5

- (Exam Topic 1)

You need to meet the technical requirements and planned changes for Intune.

What should you do? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.
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Answer Area

Settings to configure in Azure AD: |Device settinas
Mobility (MDM and MAM)
irgamizaticonal relationst 1Ips

User setting

il

Settings to configure in Intune. |Device compliance

Lyavica contiaquration
" =

Dayvice anrolliment

[ W oy = T W TeTal-Tas A 1 vl
Mobile Device Managemeant Authonty

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Reference:
https://docs.microsoft.com/en-us/intune/windows-enroll

NEW QUESTION 6

- (Exam Topic 1)

You need to ensure that the support technicians can meet the technical requirement for the Montreal office mobile devices.
What is the minimum of dedicated support technicians required?

oo
W~

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/enroll-devices-with-device-enrollment-manager

NEW QUESTION 7
- (Exam Topic 1)
On which server should you use the Defender for identity sensor?

A. Serverl
B. Server2
C. Server3
D. Server4d
E. Serversb5

Answer: A

Explanation:
However, if the case study had required that the DCs can't have any s/w installed, then the answer would have been a standalone sensor on Server2. In this
scenario, the given answer is correct. BTW, ATP now known as Defender for Identity.

NEW QUESTION 8
- (Exam Topic 2)
You need to meet the technical requirement for the EU PII data. What should you create?

A. a retention policy from the Security & Compliance admin center.

B. a retention policy from the Exchange admin center

C. a data loss prevention (DLP) policy from the Exchange admin center

D. a data loss prevention (DLP) policy from the Security & Compliance admin center

Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies

EU PII wants both documents and email message to be preserved so S&C Admin Center for Retention. If this was for Email only, this probably could have been
done in EAC.

NEW QUESTION 9

- (Exam Topic 2)

You need to meet the technical requirement for log analysis.

What is the minimum number of data sources and log collectors you should create from Microsoft Cloud App Security? To answer, select the appropriate options in
the answer area.
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NOTE: Each correct selection is worth one point.

Minimum number of data sources: v

lal =2

(9

Minimum number of log collectors: [ v

s

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/cloud-app-security/discovery-docker

NEW QUESTION 10
- (Exam Topic 2)
Which report should the New York office auditors view?

A. DLP policy matches

B. DLP false positives and overrides
C. DLP incidents

D. Top Senders and Recipients

Answer: C

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies

This report also shows policy matches over time, like the policy matches report. However, the policy matches report shows matches at a rule level; for example, if
an email matched three different rules, the policy matches report shows three different line items. By contrast, the incidents report shows matches at an item level,
for example, if an email matched three different rules, the incidents report shows a single line item for that piece of content. Because the report counts are
aggregated differently, the policy matches report is better for identifying matches with specific rules and fine tuning DLP policies. The incidents report is better for
identifying specific pieces of content that are problematic for your DLP policies.

NEW QUESTION 10
- (Exam Topic 3)
You need to configure Office on the web to meet the technical requirements. What should you do?

A. Assign the Global reader role to Userl.

B. Enable sensitivity labels for Office files in SharePoint Online and OneDrive.
C. Configure an auto-labeling policy to apply the sensitivity labels.

D. Assign the Office apps admin role to Userl.

Answer: B

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/sensitivity-labels-sharepoint-onedrive-files ?view=0

NEW QUESTION 12
- (Exam Topic 3)
You need to configure the compliance settings to meet the technical requirements. What should you do in the Microsoft Endpoint Manager admin center?

A. From Compliance policies, modify the Notifications settings.

B. From Locations, create a new location for noncompliant devices.

C. From Retire Noncompliant Devices, select Clear All Devices Retire State.
D. Modify the Compliance policy settings.

Answer: D
Explanation:

Reference:
https://docs.microsoft.com/en-us/mem/intune/protect/device-compliance-get-started
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NEW QUESTION 13

- (Exam Topic 3)

You need to ensure that User2 can review the audit logs. The solutions must meet the technical requirements. To which role group should you add User2, and
what should you use? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Role group: v
Reviewer

Global reader

Data Investigator
Compliance Management

Tool v

Exchange admin center
SharePoint admin center
Microsoft 365 admin center
Microsoft 365 security center

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Graphical user interface, text Description automatically generated

Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/search-the-audit-log-in-security-and-compliance?vi

NEW QUESTION 18

- (Exam Topic 3)

You plan to implement the endpoint protection device configuration profiles to support the planned changes. You need to identify which devices will be supported,
and how many profiles you should implement.

What should you identify? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Supported devices: v
Device1 only

Device1 and Device2 only

Device1 and Device3 only

Device1, Device2, and Device3

Device1, Device4, and Device5

Device1, Device2, Device3, Device4, and Deviced

Number of required profiles v

N = LM -

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Table Description automatically generated

Reference:
https://docs.microsoft.com/en-us/mem/intune/configuration/device-profile-create

NEW QUESTION 22
- (Exam Topic 3)
You need to create the Safe Attachments policy to meet the technical requirements. Which option should you select?

A. Replace
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B. Enable redirect
C. Block
D. Dynamic Delivery

Answer: D

Explanation:
Reference:
https://github.com/MicrosoftDocs/microsoft-365-docs/blob/public/microsoft-365/security/office-365-security/sa

NEW QUESTION 23

- (Exam Topic 4)

DRAG DROP

You have a Microsoft 365 subscription.

In the Exchange admin center, you have a data loss prevention (DLP) policy named Policyl that has the following configurations:

> Block emails that contain financial data.

> Display the following policy tip text: Message blocked.
From the Security & Compliance admin center, you create a DLP policy named Policy2 that has the following configurations:

> Use the following location: Exchange email.
> Display the following policy tip text: Message contains sensitive data.

> When a user sends an email, notify the user if the email contains health records.

What is the result of the DLP policies when the user sends an email? To answer, drag the appropriate results to the correct scenarios. Each result may be used
once, more than once, or not at all. You may need to drag the split bar between panes or scroll to view content.

NOTE: Each correct selection is worth one point.

Results Answer Area

The email will be blocked, and the user will

: i e ! B iat-B LT 4 [§ 1 :.ll in
receive the policy tip: Message blocked. When the user sends an email that contains

financial data and health records:

The email will be blacked, and the user will
receive the policy tip: Message contains When the user sends an email that contains
sensitive data. only financial data,

The email will be allowed, and the user will
receive the policy tip: Message blocked

The email will be allowed, and the wser will
receive the policy tip: Message contains
sensitive data

The email will be allowed, and a message
policy tip will NOT be displayed

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: The email will be blocked, and the user will receive the policy tip: Message blocked.

If you've created DLP policies in the Exchange admin center, those policies will continue to work side by side with any policies for email that you create in the
Security & Compliance Center. But note that rules created in the Exchange admin center take precedence. All Exchange mail flow rules are processed first, and
then the DLP rules from the Security & Compliance Center are processed.

Box 2: The email will be allowed, and the user will receive the policy tip: Message contains sensitive data. Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/how-dIp-works-between-admin-centers

NEW QUESTION 28

- (Exam Topic 4)

You plan to use the Security & Compliance admin center to import several PST files into Microsoft 365 mailboxes.
Which three actions should you perform before you import the data? Each correct answer presents part of the solution.
NOTE: Each correct selection is worth one point.

A. From the Exchange admin center, create a public folder.

B. Copy the PST files by using AzCopy.

C. From the Exchange admin center, assign admin roles.

D. From the Microsoft Azure portal, create a storage account that has a blob container.
E. From the Microsoft 365 admin center, deploy an add-in.

F. Create a mapping file that uses the CSV file format.

Answer: BCF
Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/use-network-upload-to-import-pst-files
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NEW QUESTION 32
- (Exam Topic 4)
You have a Microsoft 365 E5 tenant that contains a Microsoft SharePoint Online site named Sitel. Sitel contains the files shown in the following table.

Name Number of IP addresses in the file
File1.docx 1
File2.txt 2
File3.xlsx 5

You create a sensitivity label named Sensitivityl and an auto-label policy that has the following configurations:
> Name: AutoLabell

> Label to auto-apply: Sensitivityl

> Rules for SharePoint Online sites: Rule1-SPO

> Choose locations where you want to apply the label: Sitel Rule1-SPO is configured as shown in the following exhibit.

Edit rule

Name *

Rulel-SPO

Description
Rule1 desc ription

Conditions

We'll apply this policy to content that matches these conditions.
Content contains sensitive info types [&]
' Default All of these | ®
Sensitive info types
IP Address Accuracy | 85 |to| 100 |instance count 2 |to Any | 1

Add

Create group
+ Add condition

Save Cancel

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements Yes No
Sensitivity1 is applied to File1.docx. @) O
Sensitivity1 is applied to File2.txt. O O

Sensitivity1 is applied to File3.xIsx.

A. Mastered
B. Not Mastered

Answer: A
Explanation:

Graphical user interface, text, application Description automatically generated
Reference:

https://docs.microsoft.com/en-us/microsoft-365/compliance/apply-sensitivity-label-automatically?view=0365-w https://docs.microsoft.com/en-
us/microsoft-365/compliance/sensitivity-labels?view=0365-worldwide

NEW QUESTION 34
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- (Exam Topic 4)
You have a Microsoft 365 subscription.
You need to create a data loss prevention (DLP) policy that is configured to use the Set headers action. To which location can the policy be applied?

A. OneDrive accounts

B. Exchange email

C. Teams chat and channel messages
D. SharePoint sites

Answer: B

NEW QUESTION 37

- (Exam Topic 4)

You have a Microsoft 365 E5 subscription.

Users have the devices shown in the following table.

Enrolled in Microsoft Endpoint

Name Platform Owner
Manager
Devicel | Android User Yes
Device? | Android Usert Mo
Device3 | 105 User Mc
LDeviced Windows 10 | User?2 Yes
DeviceS | Windows 10 | User? Mo
Deviceb | 105 User2 Yes

On which devices can you manage apps by using app configuration policies in Microsoft Endpoint Manager?

A. Devicel, Device4, and Device6
B. Device2, Device3, and Deviceb
C. Devicel, Device2, Device3, and Device6
D. Devicel, Device2, Device4, and Deviceb

Answer: C

Explanation:

You can create and use app configuration policies to provide configuration settings for both iOS/iPadOS or Android apps on devices that are and are not enrolled
in Microsoft Endpoint Manager.

Reference:

https://docs.microsoft.com/en-us/mem/intune/apps/app-configuration-policies-overview

NEW QUESTION 39

- (Exam Topic 4)

You have a Microsoft 365 subscription.

All users have their email stored in Microsoft Exchange Online.

In the mailbox of a user named Userl, you need to preserve a copy of all the email messages that contain the word Project X.
What should you do first?

A. From the Security & Compliance admin center, create a data loss prevention (DLP) policy.
B. From the Security & Compliance admin center, create a label and label policy.

C. From the Security & Compliance admin center, create, create a label and a label policy.
D. From the Security & Compliance admin center, start a message trace.

E. From the Exchange admin center, start a mail flow message trace

Answer: A

Explanation:

A DLP policy contains a few basic things:

Where to protect the content: locations such as Exchange Online, SharePoint Online, and OneDrive for Business sites, as well as Microsoft Teams chat and
channel messages.

When and how to protect the content by enforcing rules comprised of:

Conditions the content must match before the rule is enforced. For example, a rule might be configured to look only for content containing Social Security numbers
that's been shared with people outside your organization.

Actions that you want the rule to take automatically when content matching the conditions is found. For example, a rule might be configured to block access to a
document and send both the user and compliance officer an email notification.

References:

https://docs.microsoft.com/en-us/microsoft-365/compliance/data-loss-prevention-policies

NEW QUESTION 41
- (Exam Topic 4)
You create two device compliance policies for Android devices as shown in the following table.
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N mme Member of Alowed platform [ \ssigned to
- | . J'--i:..:.! | Androsd, 105, Windows ( MDM) I N T
) | Policy2 " Windows (MDM) | Group?
_ | Poli y i { -'L'u.t:.-.c:. 1005 | Grroup |
Default All users Androsd, Windows ( MIDM) All users

You have the Android devices shown in the following table

Name L ser | Configuration
Android | lserl Not encrypted
Android? | User? | Google Play services not configured
| Android3 | User3 | Not en npled

Google Play services contigured

The users belong to the groups shown in the following table.

User Group
Userl Groupl
User2 Groupl. Group2
User3 Group2

The users enroll their device in Microsoft Intune.
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements Yes No
The device of User1 is compliant. O ®)
The device of User2 is compliant. O O
The device of User3 is compliant. O O

A. Mastered

B. Not Mastered
Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/intune-user-help/enroll-your-device-in-intune-android

NEW QUESTION 45
- (Exam Topic 4)
You have a Microsoft Azure Activity Directory (Azure AD) tenant contains the users shown in the following table.

Mame | Member of

Userl ~~ [Grouwpl |
User2 Group?

User3 | Group3

Group3 is a member of Groupl.
Your company uses Windows Defender Advanced Threat Protection (ATP). Windows Defender ATP contains the roles shown in the following table.

Name Permission - Assigned user group
Windows Delender ATP | View data, Alerts investigation, Active Non
wWdnmunistrator (default remed Ml Acti Manage secun
It
R | View la, Alerts investigation Grroup |
Role View dat Group?

Windows Defender ATP contains the device groups shown in the following table

Rank  Machine group - Machine | User access
ATPI Devicel ( rIUI.iE“]
Last Ungrouped machines (default) Device.l . Group?

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.
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Statements Yes No
Userl can run an antivirus scan on Devicel. ) O
User2 can collect an investigation package from Devicel. O )
User3 can isolate Devicel ) )

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-atp/user-roles-windows

NEW QUESTION 48

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intune. Solution: You add your user
account as a device enrollment manager. Does this meet the goal?

A. Yes
B. No

Answer: B
NEW QUESTION 50

- (Exam Topic 4)
You have an Azure Active Directory (Azure AD) tenant named contoso.com that contains the users shown in the following table.

Name Member of
I Userl ‘ Group!
| User2 ‘ ('r:-uup:
I Userd ‘ Groupl, Group2

You integrate Microsoft Intune and contoso.com as shown in the following exhibit.
Configure

Group1

AL @ @ hitps://portal.manage.microsoft.com/TermsofUse.aspx
[t v 0 https://enrollment. manage.micrasoft.com/enrolimentsenrver discay ...

M snce URL @  bitpsy//portal.manage.microsoft.com/TportalAction=Compliance

"t

Group2

0 https:// wip.mam.manage.microsoft.com/Enroll
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You purchase a Windows 10 device named Devicel.
For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements

If User1 joins Device1 to contoso.com, Device1 is enrolled in Intune automatically.
If User2 joins Device1 to contoso.com, Device1 is enrolled in Intune automatically.

If User3 registers Device1 in contoso.com, Device1 is enrclled in Intune automatically.

A. Mastered
B. Not Mastered

Answer: A
Explanation:

Reference:
https://docs.microsoft.com/en-us/mem/intune/enroliment/windows-enroll

NEW QUESTION 51
- (Exam Topic 4)

Yes No
O O
O O
O O

You have a Microsoft 365 E5 subscription that uses Microsoft Intune. You have devices enrolled in Intune as shown in the following table.

Name Platform Member of Scope (Tags)

Devicel| Windows 10 | Group1, Group3 | Tag1

Device2 | Android Group?2 Tag2

You create the device configuration profiles shown in the following table.
Name Platform Assignments: Assignments: | Scope tags
Included groups | Excluded groups

Profile1| Windows 10 | Group]1 Group3 Tag1, Tag2
and later

Profile2 | Android All devices Group2 Tag1, Tag2
Enterprise

Profile3 | Android Group2, Group3 Group3 Tag1
Enterprise

Profiled | Windows 10 | Group3 None Default
and later

Which profiles will be applied to each device? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Device1:

No profiles

Profile1 only

Profile4 only

Profile1 and Profile4 only

Profile1, Profile1, and Profiled4 only

Device?2:

No profiles

Profile1 only

Profile2 only

Profile3 only

Profile1 and Profile2 only
Profile2 and Profile3 only

A. Mastered
B. Not Mastered

Answer: A
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Explanation:
Graphical user interface, text, application, table Description automatically generated

NEW QUESTION 55

- (Exam Topic 4)

Your company uses on-premises Windows Server File Classification Infrastructure (FCI). Some documents on the on-premises file servers are classified as
Confidential.

You migrate the files from the on-premises file servers to Microsoft SharePoint Online.

You need to ensure that you can implement data loss prevention (DLP) policies for the uploaded file based on the Confidential classification.

What should you do first?

A. From the SharePoint admin center, configure hybrid search.

B. From the SharePoint admin center, create a managed property.

C. From the Security & Compliance Center PowerShell, run the New-DataClassification cmdlet.
D. From the Security & Compliance Center PowerShell, run the New-DIpComplianceRule cmdlet.

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/microsoft-365/compliance/protect-documents-that-have-fci-or-other-properties

NEW QUESTION 60

- (Exam Topic 4)

You create a Microsoft 36S subscription.

You need to create a deployment plan for Microsoft Azure Advanced Threat Protection (ATP).

Which five actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the
correct order.

Actions Answer Area
Download the Azure ATP sensor setup package
Create a Security & Compliance threat management
policy

Create an Armure Active Directory (Azure AD)

conditional access policy

Install sensors

§
" &

Create a workspace

.

Enter credentials.

Configure the sensor settings

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://blog.ahasayen.com/azure-advanced-threat-protection-deployment/

NEW QUESTION 64

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the

series contains a unigue solution that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a
correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

From the Security & Compliance admin center, you create a role group named US eDiscovery Managers by copying the eDiscovery Manager role group.
You need to ensure that the users in the new role group can only perform content searches of mailbox content for users in the United States.

Solution: From Windows PowerShell, you run the New-AzureRmRoleAssignment cmdlet with the appropriate parameters.

Does this meet the goal?

A. Yes
B. No

Answer: B
Explanation:

References:
https://docs.microsoft.com/en-us/powershell/module/azurerm.resources/new-azurermroleassignment?view=azur
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NEW QUESTION 69

- (Exam Topic 4)

You have a Microsoft 365 subscription that contains a user named Userl and a Microsoft SharePoint Online site named Sitel. Userl is assigned the Owner role
for Sitel. To Sitel, you publish the file plan retention labels shown in the following table.

Name Retention During the retention period
period

Retention1 | S years Retain items even if users delete
Retention2 | 5 years Mark items as a record
Retention3 | 5 years Mark items as a regulatory record

Sitel contains the files shown in the following table.

Name Label

Filel None
Filel Retention
File3 Retention?2

Filed Retention3

Which files can Userl rename, and which files can Userl delete? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.
Answer Area

Rename: | Filel, File2, and File3 only 6_'
File1 only
File1 and File2 only

File1, File2, and File3 only

File1, FileZ, File3, and File4

Delete: File1 and File2 only x:
File1 only
File1 and File2 only

File1, File2, and File3 only
File1, Filel, Filed, and File4

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Answer Areca
Rename: | File1, File2, and File3 only @]
File1 only

o e e ]
File1, File2, and File3 only
File1, FileZ, File3, and Filed

Delete: File1 and File2 only : =

File1 only
File1, File2, and File3 only
File1, FileZ, File3, and File4

NEW QUESTION 71

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You need to prevent users from accessing your Microsoft SharePoint Online sites unless the users are connected to your on-premises network.

Solution: From the Azure Active Directory admin center, you create a trusted location and a conditional access policy.

Does this meet the goal?

A. Yes
B. No
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Answer: B

Explanation:

This solution applies to users accessing Azure Active Directory, not to users accessing SharePoint Online. Conditional Access in SharePoint Online can be
configured to use an IP Address white list to allow access.

References:

https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition https://techcommunity.microsoft.com/t5/Microsoft-SharePoint-
Blog/Conditional-Access-in-SharePoint-Onlinea

NEW QUESTION 76
- (Exam Topic 4)
You have a Microsoft 365 tenant that contains two users named Userl and User2. You create the alert policy shown in the following exhibit.

Policy1

& Ednt policy

Status t) On

Descnption

Severty ® Medium

Category formation governance
Conditions Activity s FileModifred

Aggregation Bggregated
Threshold S actraties Edrt
Window a0 minutes

Scope All users

Erna:l Lisar 1 @M 3650082 103 . onmicrosoft.com
recipients

Daily 25
notification
limit

User2 runs a script that modifies a file in a Microsoft SharePoint Online library once every four minutes and runs for a period of two hours.
How many alerts will Userl receive?

0

.2
.5
.1
.25

o0 w>

Answer: D

NEW QUESTION 79

- (Exam Topic 4)

You have a Microsoft 365 E5 tenant.

You need to evaluate compliance with European Union privacy regulations for customer data. What should you do in the Microsoft 365 compliance center?

A. Create a Data Subject Request (DSR)

B. Create a data loss prevention (DLP) policy for General Data Protection Regulation (GDPR) data
C. Create an assessment based on the EU GDPR assessment template

D. Create an assessment based on the Data Protection Baseline assessment template

Answer: C

Explanation:

Reference:
https://docs.microsoft.com/en-us/compliance/regulatory/gdpr-action-plan

NEW QUESTION 80
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- (Exam Topic 4)
You have a Microsoft 365 E5 tenant that contains the users shown in the following table.

Name | Member of
User1 | Group1
User’Z Group2

You purchase the devices shown in the following table.

Name Platform
Devicel | Windows 10
Device2 | Android

In Microsoft Endpoint Manager, you create an enrollment status page profile that has the following settings: =»

> Allow users to collect logs about installation errors: Yes
> Only show page to devices provisioned by out-of-box experience (OOBE): No

> Assignments: Group2
For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements Yes

If User1 enrolls Device1 in Microsoft Endpoint Manager, the enrollment O
status page will appear.
If User2 enrolls Device1 in Microsoft Endpoint Manager, the enroliment Q
status page will appear.
If User2 enrolls Device2 in Microsoft Endpoint Manager, the enrollment O
status page will appear.

A. Mastered

B. Not Mastered

Answer: A

Explanation:

Graphical user interface, text, application, email Description automatically generated

Reference:

https://docs.microsoft.com/en-us/mem/intune/enroliment/windows-enrollment-status

NEW QUESTION 83
- (Exam Topic 4)
You have a Microsoft 365 E5 subscription that contains the devices shown in the following table.

Name Platform
Device1 Windows 11
Device2 Windows 10
Device3 Android
Deviced 105

All the devices are onboarded To Microsoft Defender for Endpoint
You plan to use Microsoft Defender Vulnerability Management to meet the following requirements:
« Detect operating system vulnerabilities.

Answer Area
Detect operating system vulnerabilities v

Devicel only
Devicel and Device2 only
Devicel, Device2, and Device3 only
Devicel, Device2, and Deviced only
Devicel, Deviced, Device3d and Deviced

Perform a configuration assessment of the operating system v

Devicel only

Devicel and Device only

Devicel, Device2, and Device3 only
Devicel, Device2, and Deviced only
Devicel, Device2, Deviced and Deviced

The Leader of IT Certification
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A. Mastered
B. Not Mastered

Answer: A
Explanation:
Answer Area
Detect operating system vulnerabilities v
Devicel only
L Deuicel and DeviceZ only
Devicel, Device2, and Device3 only
Devicel, Devices, and Deviced only
Devicel, Device?, Deviced and Deviced
Perform a configuration assessment of the operating system |w

Devicel only

Devicel and Device? only I
T 23 only

n '

Devicel, Device2, and Deviced only
Devicel, Device2, Deviced and Deviced

NEW QUESTION 84

- (Exam Topic 4)

You have a Microsoft 365 E5 tenant.

You create an auto-labeling policy to encrypt emails that contain a sensitive info type. You specify the locations where the policy will be applied.
You need to deploy the policy. What should you do first?

A. Review the sensitive information in Activity explorer
B. Turn on the policy

C. Run the policy in simulation mode

D. Configure Azure Information Protection analytics

Answer: C
Explanation:

Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/apply-sensitivity-label-automatically?view=0365-w

NEW QUESTION 85

- (Exam Topic 4)
You have the Microsoft Azure Active Directory (Azure AD) users shown in the following table.
Name Member of
Userl Groupl
User2 Group2

Your company uses Microsoft Intune.
Several devices are enrolled in Intune as shown in the following table.

“ame Plaiform BitL.ocker Drive Encryvption Member of
. _ (BitLocker) |
Devicel Windows |0 [hsabled Csroup

| device ) Windows |0 I hsabled l.a:.-Ti;

The device compliance policies in Intune are configured as shown in the following tatse

| Name Require BitLocker Assigned to
Policy|l Not configured Group3
Policy2 ' Requure | Group4

You create a conditional access policy that has the following settings: The Assignments settings are configured as follows:
> Users and groups: Groupl
> Cloud apps: Microsoft Office 365 Exchange Online

> Conditions: Include All device state, exclude Device marked as compliant Access controls is set to Block access.
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements Yes No
Userl can access Microsoft Exchange Online from Devicel. £ ®)
Userl can access Microsoft Exchange Online from Device2. i) O
User2 can access Microsoft Exchange Online from Device2. @ O
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A. Mastered
B. Not Mastered

Answer: A

Explanation:
Statements Yes
Userl can access Microsoft Exchange Online from Devicel.

O O
) OF

Userl can access Microsoft Exchange Online from Device2.

User2 can access Microsoft Exchange Online from Device2. O )

NEW QUESTION 88

- (Exam Topic 4)

Your company has multiple offices.

You have a Microsoft 365 E5 tenant that uses Microsoft Intune for device management. Each office has a

local administrator.

You need to ensure that the local administrators can manage only the devices in their respective office. What should you use?

A. scope tags

B. configuration profiles

C. device categories

D. conditional access policies

Answer: A

Explanation:
Reference:
https://docs.microsoft.com/en-us/mem/intune/fundamentals/scope-tags

NEW QUESTION 91

- (Exam Topic 4)

Your company uses Microsoft System Center Configuration Manager (Current Branch) and Microsoft Intune to co-manage devices.
Which two actions can be performed only from Intune? Each correct answer presents a complete solution.

NOTE: Each correct selection is worth one point.

A. Deploy applications to Windows 10 devices.
B. Deploy VPN profiles to iOS devices.

C. Deploy VPN profiles to Windows 10 devices.
D. Publish applications to Android devices.

Answer: BD

Explanation:
References:
https://docs.microsoft.com/en-us/sccm/comanage/overview https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/create-vpn-profiles

NEW QUESTION 92

- (Exam Topic 4)

Your company has a Microsoft 365 subscription.

You need to configure Microsoft 365 to meet the following requirements:

» Malware found in email attachments must be quarantined for 20 days.

» The email address of senders to your company must be verified.

Which two options should you configure in the Security & Compliance admin center? To answer, select the
appropriate options in the answer area.

NOTE: Each correct selection is worth one point.
Answer Area

® =2 (R

A. Mastered
B. Not Mastered

Answer: A
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Explanation:
Answer Area

® == (FEET S

NEW QUESTION 94
- (Exam Topic 4)
You have a Microsoft 365 E5 tenant that uses Microsoft Intune. You need to configure Intune to meet the following requirements:

> Prevent users from enrolling personal devices.

> Ensure that users can enroll a maximum of 10 devices.
What should you use for each requirement? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Prevent users from enrolling

personal devices: v
Conditional access policies

Device categories
Device limit restrictions
Device type restrictions

Ensure that users can enroll a
maximum of 10 devices: v
Conditional access policies

Device categories

Device limit restrictions
Device type restrictions

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Graphical user interface, text, application, chat or text message Description automatically generated
Reference:
https://docs.microsoft.com/en-us/mem/intune/enroliment/enroliment-restrictions-set#blocking-personal-window

NEW QUESTION 99

- (Exam Topic 4)

You need to notify the manager of the human resources department when a user in the department shares a file or folder from the department’s Microsoft
SharePoint site.

What should you do?

A. From the Security & Compliance admin center, create an alert policy.

B. From the SharePoint site, create an alert.

C. From the SharePoint admin center, modify the sharing settings.

D. From the Security & Compliance admin center, create a data loss prevention (DLP) policy.

Answer: A
Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/create-activity-alerts

NEW QUESTION 100

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You need to prevent users from accessing your Microsoft SharePoint Online sites unless the users are connected to your on-premises network.

Solution: From the Device Management admin center, you create a trusted location and a compliance policy. Does this meet the goal?
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A. Yes
B. No

Answer: B

Explanation:
Conditional Access in SharePoint Online can be configured to use an IP Address white list to allow access. References:
https://techcommunity.microsoft.com/t5/Microsoft-SharePoint-Blog/Conditional-Access-in-SharePoint-Onlinea

NEW QUESTION 103

- (Exam Topic 4)

You are testing a data loss prevention (DLP) policy to protect the sharing of credit card information with external users.

During testing, you discover that a user can share credit card information with external users by using email. However, the user is prevented from sharing files that
contain credit card information by using Microsoft SharePoint Online.

You need to prevent the user from sharing the credit card information by using email and SharePoint. What should you configure?

A. the locations of the DLP policy

B. the user overrides of the DLP policy rule
C. the status of the DLP policy

D. the conditions of the DLP policy rule

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies

NEW QUESTION 106

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have an Azure Active Directory (Azure AD) tenant that contains a user named Userl. Your company purchases a Microsoft 365 subscription.

You need to ensure that Userl is assigned the required role to create file policies and manage alerts in the Cloud App Security admin center.

Solution: From the Cloud App Security admin center, you assign the App/instance admin role for all Microsoft Online Services to User1.

Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:

App/instance admin: Has full or read-only permissions to all of the data in Microsoft Cloud App Security that deals exclusively with the specific app or instance of
an app selected.

Reference:

https://docs.microsoft.com/en-us/cloud-app-security/manage-admins

NEW QUESTION 110

- (Exam Topic 4)

You have a Microsoft 365 subscription that contains a user named Userl.

You need to ensure that Userl can search the Microsoft 365 audit logs from the Security & Compliance admin center.
Which role should you assign to Userl?

A. View-Only Audit Logs in the Security & Compliance admin center
B. View-Only Audit Logs in the Exchange admin center

C. Security reader in the Azure Active Directory admin center

D. Security Reader in the Security & Compliance admin center

Answer: B

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/search-the-audit-log-in-security-and-compliance?vi

NEW QUESTION 112

- (Exam Topic 4)

You have a Microsoft 365 E5 subscription that has Microsoft Defender for Endpoint integrated with Microsoft Endpoint Manager.
Devices are onboarded by using Microsoft Defender for Endpoint.

You plan to block devices based on the results of the machine risk score calculated by Microsoft Defender for Endpoint.

What should you create first?

A. a device configuration policy

B. a device compliance policy

C. a conditional access policy

D. an endpoint detection and response policy

Answer: B
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Explanation:
Reference:
https://docs.microsoft.com/en-us/mem/intune/protect/advanced-threat-protection-configure

NEW QUESTION 113

- (Exam Topic 4)

You have a Microsoft 365 E5 subscription that includes the following active eDiscovery case:
> Name: Casel

> Included content: Groupl, Userl, Sitel

> Hold location: Exchange mailboxes, SharePoint sites, Exchange public folders The investigation for Casel completes, and you close the case.
What occurs after you close Casel? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Holds are turned off for: v
User1 only

All locations

Site1 and Group1 only

Holds are placed on a delay hold for: bk
30 days

90 days
120 days

A. Mastered
B. Not Mastered

Answer: A
Explanation:

Graphical user interface, text, application Description automatically generated
Reference:

https://docs.microsoft.com/en-us/microsoft-365/compliance/close-or-delete-case?view=0365-worldwide

NEW QUESTION 114

- (Exam Topic 4)
You have a Microsoft 365 E5 tenant that contains the devices shown in the following table.
Name | Platform
Devicel | Windows 10 Enterprise

Device2 | 10S
Device3 | Android
Deviced | Windows

The devices are managed by using Microsoft Intune.
You plan to use a configuration profile to assign the Delivery Optimization settings. Which devices will support the settings?

A. Devicel only

B. Devicel and Device4

C. Devicel, Device3, and Device4d

D. Devicel, Device2, Device3, and Device4d

Answer: A

NEW QUESTION 118

- (Exam Topic 4)

You have several devices enrolled in Microsoft Endpoint Manager.

You have a Microsoft Azure Active Directory (Azure AD) tenant that includes the users shown in the following table.

Mame 4 Member of

The device type restrictions in Endpoint Manager are configured as shown in the following table.
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Pnc-n'r;r; Name Allowed platform Assigned to

Answer Area

Statements Yes Mo

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Area

Statements Yes Mo

NEW QUESTION 120

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You discover that some external users accessed content on a Microsoft SharePoint site. You modify the SharePoint shoring policy to prevent sharing outside your
organization.

You need to be notified if the SharePoint sharing policy is modified m the future. Solution: From the SharePoint admin center, you modify the sharing settings.
Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 121

- (Exam Topic 4)

You have a Microsoft 365 E5 tenant that contains a user named Userl. You plan to implement insider risk management.
You need to ensure that Userl can perform the following tasks:

> Review alerts.

> Manage cases.

> Create notice templates.

> Review user emails by using Content explorer. The solution must use the principle of least privilege. To which role group should you add User1?

A. Insider Risk Management

B. Insider Risk Management Analysts

C. Insider Risk Management Investigators
D. Insider Risk Management Admin

Answer: C
Explanation:

Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/insider-risk-management-configure ?view=0365-wo

NEW QUESTION 123
- (Exam Topic 4)
You have a Microsoft 365 subscription.
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All users have their email stored in Microsoft Exchange Online.
In the mailbox of a user named Userl. you need to preserve a copy of all the email messages that contain the word ProjectX.
What should you do first?

A. From the Exchange admin center create a mail flow rule.

B. From Microsoft 365 Defender, start a message trace.

C. From Microsoft Defender for Cloud Apps, create an activity policy.

D. From the Microsoft Purview compliance portal, create a label and a label policy.

Answer: D

NEW QUESTION 125

- (Exam Topic 4)

You have a Microsoft 365 E5 subscription that uses Microsoft Defender for Office 365.

The subscription has the default inbound anti-spam policy and a custom Safe Attachments policy. You need to identify the following information:

» The number of email messages quarantined by zero-hour auto purge (ZAP)

» The number of times users clicked a malicious link in an email message

Which Email & collaboration report should you use? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one
point.

Answer Area

To identify the number of emails guarantined by ZAF: Threat protechion status %
Mailflow status report
POt detection:

Threat protection status

URL threat protection

To identfy the number of times users clicked a malicious link  Mailflow status report ot
Rl Mailflow status report
Spoot detections
Threat protection status

URL threat protection

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Answer Area
To entify the number of emails quarantined by ZAP.  Threat protechon status ™
Mailflow status report
Spoof detections
Threat protection status
URL threat protection
To identify the number of times users clicked a malicious ink  Mailflow status report w

in an email mmmt

Spoot detections

hreat protection status

URL threat protection

NEW QUESTION 129

- (Exam Topic 4)

You have a Microsoft 365 tenant that contains 1,000 Windows 10 devices. The devices are enrolled in Microsoft Intune.
Company policy requires that the devices have the following configurations:

> Require complex passwords.
> Require the encryption of removable data storage devices.

> Have Microsoft Defender Antivirus real-time protection enabled. You need to configure the devices to meet the requirements.
What should you use?

A. an app configuration policy
B. a compliance policyC a security baseline profile D a conditional access policy

Answer: B
Explanation:

Reference:
https://docs.microsoft.com/en-us/mem/intune/protect/device-compliance-get-started
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NEW QUESTION 131
- (Exam Topic 4)

You have a Microsoft 365 subscription that links to an Azure Active Directory (Azure AD) tenant named contoso.onmicrosoft.com.

A user named Userl stores documents in Microsoft OneDrive.
You need to place the contents of Userl’'s OneDrive account on an eDiscovery hold.
Which URL should you use for the eDiscovery hold? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

https.//

onedrive.live.com/
contoso.onmicrosoft.com/
contoso.sharepoint.com/
contoso-my.sharepoint.com/

User1
Sites/User1

contoso_onmicrosoft com/User1
personal/User1_contoso_onmicrosoft_com

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Reference:

https://docs.microsoft.com/en-us/microsoft-365/compliance/create-ediscovery-holds

NEW QUESTION 135
- (Exam Topic 4)

From the Microsoft 365 compliance center, you configure a data loss prevention (DLP) policy for a Microsoft SharePoint Online site named Sitel. Sitel contains
the roles shown in the following table.

Role

Member

Site owner

Prvi

Site member

UserT

Site visitor

UserZ

Prvi creates the files shown in the exhibit. (Click the Exhibit tab.)

= SharePoint

Search Documents

Documents
[ Name
8| Fileldocx
& File2.docx
&7 Filel.docx

+ New -

1 Upload *~

Modified

About 8 mimute ago

& Quick edit

$ Symic

Maodified By

= All Documents

Add column

Which files can Userl and User2 open? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

The Leader of IT Certification

visit - https://www.certleader.com



CertLeader:

Leader of IT Certifications

100% Valid and Newest Version MS-101 Questions & Answers shared by Certleader
https://www.certleader.com/MS-101-dumps.html (394 Q&AS)

ocx only

File1.docx and File2.docx only

File1.docx, File2.docx, and File3.docx

ocx only

File1.docx and File2.docx only

File1.docx, File2.docx, and File3.docx

User1:
File1.d
UserZ:
File1.d
A. Mastered

B. Not Mastered
Answer: A

Explanation:

Graphical user interface, text, application, email Description automatically generated

Reference:

https://sharepointmaven.com/4-security-roles-of-a-sharepoint-site/ https://gcc.microsoftcrmportals.com/blogs/office365-news/190220SPIcons/

NEW QUESTION 140
- (Exam Topic 4)

' Name | Platferm | BitLocker Drive Encryption
'Devicel | Windows 10| Disabled

| Device2 { Wmdows 10 | Dhsabled

[Deviced | Windows 10 | Disabled

(BitLocker)

You have three devices enrolled in Microsoft Intune as shown in the following table.

L .
Crroupd
i i

 Member of

' A (4.1.'1:3&1;_3. "..I};:.'r'-l_IE_;

| Group2

The device compliance policies in Intune are configured as shown in the following table.

Name

Policyl
Policy2
Policy3

Platform

Reqguire
BitLocker

Windows 10 and later | Requure
| Windows 10 and later | Not configured | Yes
Windows 10 and later | Requure

Assigied

‘_ Yes

{ }':U

The device compliance policies have the assignments shawn in thea following table

Name Assigned ic
Policy2 Group?
Policy3 Group3

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection

Statements

is worth one point.

Devicel 1s compliant.

Device2 is compliant.

Device3 15 compliant.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Yes Yes Yes

NEW QUESTION 145
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- (Exam Topic 4)

You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.onmicrosoft.com. You have a Microsoft 365 subscription.
You need to ensure that users can manage the configuration settings for all the Windows 10 devices in your organization.

What should you configure?

A. the Enrollment restrictions

B. the mobile device management (MDM) authority
C. the Exchange on-premises access settings

D. the Windows enrollment settings

Answer: B
Explanation:

References:
https://docs.microsoft.com/en-us/intune/mdm-authority-set

NEW QUESTION 146

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intuen. Solution: You create an Apple
Configurator enroliment profile. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 150

- (Exam Topic 4)

You have a Microsoft 365 subscription.

From the Security & Compliance admin center, you create a content search of a mailbox.

You need to view the content of the mail messages found by the search as quickly as possible. What should you select from the Content search settings?

A. Export report
B. Export results
C. Re-run

D. View results

Answer: B

Explanation:

There is no ‘View Results” option. You can preview results but that will only show up to 100 emails. To guarantee you're getting all results, you'll need to export
them to a PST file.

References:

https://docs.microsoft.com/en-us/microsoft-365/compliance/limits-for-content-search

NEW QUESTION 153

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have an Azure Active Directory (Azure AD) tenant that contains a user named Userl. Your company purchases a Microsoft 365 subscription.

You need to ensure that Userl is assigned the required role to create file policies and manage alerts in the Cloud App Security admin center.

Solution: From the Security & Compliance admin center, you assign the Security Administrator role to Userl. Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/cloud-app-security/manage-admins

NEW QUESTION 154

- (Exam Topic 4)

You have a Microsoft Azure Active Directory (Azure AD) tenant named Contoso.com. You create a Microsoft Defender for identity instance Contoso.
The tenant contains the users shown in the following table.
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Name | Member of group Azure AD role
| A mestrat
. f [Ty | i d | | MNone
| User3 | None Secutity admanistrator |
T I[-r‘-'-r"-'f" tentity Contaso (e Sabal adrrirestratos l

You need to modify the configuration of the Defender for identify sensors.

Solutions: You instruct User4 to modify the Defender for identity sensor configuration. Does this meet the goal?

A. Yes
B. No

Answer: A

NEW QUESTION 157
- (Exam Topic 4)

You have a Microsoft 365 subscription that uses a default domain named contoso.com. You have two users named User 1 and User2.
From the Security & Compliance admin center, you add Userl to the ediscovery Manager role group. From the Security & Compliance admin center, Userl

creates a case named Casel

You need to ensure that Userl can add User2 as a case member. The solution must use the principle of least privilege.

To which role group should you add User2?
A. eDiscovery Manager

B. eDiscovery Administrator

C. Security Administrator

Answer: A

Explanation:
Reference:

https://docs.microsoft.com/en-us/microsoft-365/compliance/add-or-remove-members-from-a-case-in-advanced

NEW QUESTION 162
- (Exam Topic 4)

You plan to allow users from the engineering department to enroll their mobile device in mobile device

management (MDM).
The device type restrictions are configured as shown in the following table.

'P'._rih'r-ill}'_ 1 x.}I"II_HJ‘ -i__:‘\“;}“'Hi.I:ﬂ_}_l_lfl.:]t-'llll [

: 1 | 108 108 h!ufkctmg
2 | Android | Android ' Engineering
[Default [ Allusers | Allplatforms  [Allusers
The device limit restrictions are configured as shown in the following table.
Priority | Name 1 Device limit Assigned to
I Engineering | 15 | Engineering

-

| Wet Region |

W — - ) | Engineering
| Default | All users

10 ' ' | All users

: _.-1'-."».i-gl_|ﬂi t-u _

What is the effective configuration for the members of the Engineering group? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Device limit: Y

5
10
15

Allowed platform: v

Android only
10S only
All platforms

A. Mastered
B. Not Mastered

Answer: A

Explanation:
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Device limit: Y

Allowed platform: v

' Android only.
10S only
All platforms

NEW QUESTION 167
- (Exam Topic 4)
You have a Microsoft 365 E5 tenant that contains the devices shown in the following table.

Name Windows 10 edition Azure Active Mobile device
Directory (Azure management
| AD) | (MDM) enroliment

| Device1 | Windows 10 Pro | Registered | Microsoft Intune

Devicel _ Windows 10 Enterprise | Joined | Microsoft Intune
Device3 | Windows 10 Pro | Joined | Not enrolled

Deviced | Windows 10 Enterprise | Registered | Microsoft Intune
Device5 Windows 10 Enterprise | Joined Not enrolled

You add custom apps to the private store in Microsoft Store Business.
You plan to create a policy to show only the private store in Microsoft Store for Business. To which devices can the policy be applied?

A. Device2 only

B. Devicel and Device3 only

C. Device2 and Device4 only

D. Device2, Device3, and Device5 only

E. Devicel, Device2, Device3, Device4, and Deviceb5

Answer: C

NEW QUESTION 172

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an on-premises Active Directory domain. The domain contains domain controllers that run Windows Server 2019. The functional level of the
forest and the domain is Windows Server 2012 R2.

The domain contains 100 computers that run Windows 10 and a member server named Serverl that runs Windows Server 2012 R2.

You plan to use Serverl to manage the domain and to configure Windows 10 Group Policy settings. You install the Group Policy Management Console (GPMC)
on Serverl.

You need to configure the Windows Update for Business Group Policy settings on Serverl.

Solution: You raise the forest functional level to Windows Server 2016. You copy the Group Policy Administrative Templates from a Windows 10 computer to the
Netlogon share on all the domain controllers.

Does this meet the goal?

A. yes
B. No

Answer: B
NEW QUESTION 174
- (Exam Topic 4)

You have a Microsoft 365 E5 subscription that uses Microsoft Defender Advanced Threat Protection (Microsoft Defender ATP).
When users attempt to access the portal of a partner company, they receive the message shown in the following exhibit.
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This website is blocked by your
organization. Contact your
administrator for more information

Hosted by www.contoso.com

Back to safety

Windows Daefander SmartScreen

You need to enable user access to the partner company’s portal. Which Microsoft Defender ATP setting should you modify?

A. Custom detections
B. Advanced hunting
C. Alert notifications
D. Indicators

E. Alert suppression

Answer: D
Explanation:

Reference:
https://docs.microsoft.com/en-us/windows/security/threat-protection/microsoft-defender-atp/manage-indicators

NEW QUESTION 177

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You need to prevent users from accessing your Microsoft SharePoint Online sites unless the users are connected to your on-premises network.

Solution: From the Microsoft 365 admin center, you configure the Organization profile settings. Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:
Conditional Access in SharePoint Online can be configured to use an IP Address white list to allow access. References:
https://techcommunity.microsoft.com/t5/Microsoft-SharePoint-Blog/Conditional-Access-in-SharePoint-Onlinea

NEW QUESTION 180

- (Exam Topic 4)

Your company has a Microsoft 365 tenant.

The company sells products online and processes credit card information.

You need to be notified if a file stored in Microsoft SharePoint Online contains credit card information. The file must be removed automatically from its current
location until an administrator can review its contents.

What should you use?

A. a Security & Compliance data loss prevention (DLP) policy
B. a Microsoft Cloud App Security access policy

C. a Security & Compliance retention policy

D. a Microsoft Cloud App Security file policy

Answer: D

NEW QUESTION 181

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intune. Solution: You configure the Apple
MDM Push certificate.

Does this meet the goal?

A. Yes
B. No

Answer: A
Explanation:

References:
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https://docs.microsoft.com/en-us/intune/apple-mdm-push-certificate-get

NEW QUESTION 185
- (Exam Topic 4)
You have device compliance policies shown in the following table.

Hame Platform ]_Atﬁgﬂmont

1

]
nd ter | Dewvice
L]

4
|
1 =
|

The device compliance state for each policy is shown in the following table.

Policy | State
Polecy L omphant
PolCy 2 | In grace penod
Policy2 Compliant
Pobcyd Not compliant

Py S N Qrace pem 1

_ R . L omphant

NOTE: Each correct selection is worth one point.
Answer Area

Statements Yes Mo
M J
] i
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Answer Area

Statements Yes No

NEW QUESTION 187

- (Exam Topic 4)

You deploy Microsoft Azure Information Protection.

You need to ensure that a security administrator named SecAdminl can always read and inspect data protected by Azure Rights Management (Azure RMS).
What should you do?

A. From the Security & Compliance admin center, add User1 to the eDiscovery Manager role group.

B. From the Azure Active Directory admin center, add Userl to the Security Reader role group.

C. From the Security & Compliance admin center, add Userl to the Compliance Administrator role group.
D. From Windows PowerShell, enable the super user feature and assign the role to SecAdmin1.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/azure/information-protection/configure-super-users

NEW QUESTION 192

- (Exam Topic 4)

You have a Microsoft 365 subscription.

You plan to enable Microsoft Azure Information Protection.

You need to ensure that only the members of a group named PilotUsers can protect content What should you do?

A. From the AADRM PowerShell module, run the set-AadrmonboardingControlPolicy cmdlet.
B. From Azure Information Protection, create a policy.

C. From the AAORM PowerShell module, run the Add-AadrmRoleBasedAdministrator cmdlet.
D. From Azure Information Protection, configure the protection activation status.
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Answer: B

Explanation:
References:
https://blogs.technet.microsoft.com/kemckinn/2018/05/17/creating-labels-for-azure-information-protection/

NEW QUESTION 196

- (Exam Topic 4)

You have a Microsoft 365 subscription that uses Microsoft Defender Advanced Threat Protection (Microsoft Defender ATP).
All the devices in your organization are onboarded to Microsoft Defender ATP.

You need to ensure that an alert is generated if malicious activity was detected on a device during the last 24 hours.

What should you do?

A. From Alerts queue, create a suppression rule and assign an alert

B. From the Security & Compliance admin center, create an audit log search

C. From Advanced hunting, create a query and a detection rule

D. From the Security & Compliance admin center, create a data loss prevention (DLP) policy

Answer: C
Explanation:

Reference:
https://docs.microsoft.com/en-us/windows/security/threat-protection/microsoft-defender-atp/custom-detectionru

NEW QUESTION 200

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error.

You need to ensure that you can enroll the iOS device in Intuen. Solution: You configure the Mobility (MDM and MAM) settings. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 204

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the

series contains a unigue solution that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a
correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a new Microsoft 365 subscription.

You need to prevent users from sending email messages that contain Personally Identifiable Information (PII). Solution: From the Security & Compliance admin
center, you create a data loss prevention (DLP) policy. Does this meet the goal?

A.Yes
B. No

Answer: A
NEW QUESTION 207

- (Exam Topic 4)
You have three devices enrolled in Microsoft Intune as shown in the following table.

Name ‘ Platform ‘ Member of
Device! Windows 10 Groupl

_Devicel Android Group.l. Group3

Devicel - Windows 10 Groupl, Groupd
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The device compliance policies in Intune are configured as shown in the following lable

- = —— p— —y

. Name | Platform . Assigned |
| Policyl ' Windows 10and later | Yes ]
(Policy2 |Androidd No —_—
| Policy3 | Windows 10 and later | Yes |

The device compliance: policies have the assignmants shown in the iollowinc tabie.

. Name | ~ Iuclude | Exciude
Policyl | Group3 None
| Policy2 | Group2 | Group3

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

S— — S -

Statements Yes No
Policvl applies to Device3. &) O
Policv2 applies to Device2. Q Q

A. Mastered

B. Not Mastered

Answer: A
Explanation:
Statements Yes No
L . L] == ﬂ
Policyl applies to Device3. 1O, O
— 1
Policy2 applies to Device2. 10, Q
NEW QUESTION 211
- (Exam Topic 4)
HOTSPOT
l l e —— Ii S I
' 3 of 450 887 of 837 | _ | Microsoft | NIST 800-
SPEO 15444 Incomplete | 72% s Ererd Group ,f.?r ¢yl
| completed completed | 365 53
| Data | . o | Data
2 . . f 489 8350183 | Microsoft
Protection | 14370 Incomplete | 70% ‘q’_f':ﬂ et Pf’: : i Group? | _Efm ? Protection
o H completed 202
The SP800 assessment has the improvement actions shown in the following table.
Answer Area
Statements Yes No
Establish a threat intelligence program will appear as Implemented in the SPE00
assessment.
The SPB00 assessment score will increase by 54 points.
The Data Protection Baseline score will increase by 9 points.
A. Mastered

B. Not Mastered

Answer: A
Explanation:
Answer Area
Statements ¥Yes No
o
Establish a threat intelligence program will appear as Implemented in the SPE00 L
assessment
=
The SPB00 assessment score will increase by 54 points. ! K
" - 1
The Data Protection Baseline score will increase by 9 points. ey
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NEW QUESTION 212

- (Exam Topic 4) You have a Microsoft 365 E5 tenant. You configure sensitivity labels.

Users report that the Sensitivity button is unavailability in Microsoft Word for the web. The sensitivity button is available in Word for Microsoft 365.
You need to ensure that the users can apply the sensitivity labels when they use Word for the web. What should you do?

A. Copy policies from Azure information Protection to the Microsoft 365 Compliance center
B. Publish the sensitivity labels.

C. Create an auto-labeling policy

D. Enable sensitivity labels for files in Microsoft SharePoint Online and OneDrive.

Answer: B

NEW QUESTION 214

- (Exam Topic 4)

You have a Microsoft 365 E5 tenant that uses Microsoft Intune.

You need to ensure that users can select a department when they enroll their device in Intune. What should you create?

A. scope tags

B. device configuration profiles
C. device categories

D. device compliance policies

Answer: C

Explanation:
Reference:
https://docs.microsoft.com/en-us/mem/intune/enroliment/device-group-mapping

NEW QUESTION 216

- (Exam Topic 4)

You have a Microsoft 365 subscription.

You discover that some external users accessed center for a Microsoft SharePoint site. You modify the sharePoint sharing policy to prevent sharing, outside your
organization. You need to be notified if the SharePoint sharing policy is modified in the future.

Solution: From the Security $ Compliance admin center you create a threat management policy. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 220

- (Exam Topic 4)

You have an Azure AD tenant.

You have 1,000 computers that run Windows 10 Pro and are joined to Azure AD. You purchase a Microsoft 365 E3 subscription.
You need to deploy Windows 10 Enterprise to the computers. The solution must minimize administrative effort.

What should you do?

A. From the Microsoft Endpoinf Manager admin center, create a Windows Autopilot deployment profile.Assign the profile to all the computer

B. Instruct users to restart their computer and perform a networkrestart.

C. Enroll the computers in Microsoft Intun

D. Create a configuration profile by using the Edition upgrade and mode switch templat

E. From the Microsoft Endpoint Manager admin center, assign the profile to all the computers and instruct users to restart their computer.

F. From Windows Configuration Designer, create a provisioning package that has an EditionUpgrade configuration and upload the package to a Microsoft
SharePoint Online sit

G. Instruct users to run the provisioning package from SharePoint Online.

H. From the Azure Active Directory admin center, create a security group that has dynamic device membershi

I. Assign licenses to the group and instruct users to sign in to their computer.

Answer: A

NEW QUESTION 221

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a computer that runs Windows 10.

You need to verify which version of Windows 10 is installed.

Solution: From the Settings app, you select Update & Security to view the update history.

Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 226
- (Exam Topic 4)
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You create a new Microsoft 365 subscription and assign Microsoft 365 E3 licenses to 100 users. From the Security & Compliance admin center, you enable

auditing.
You are planning the auditing strategy.

Which three activities will be audited by default? Each correct answer presents a complete solution.

NOTE: Each correct selection is worth one point.

A. An administrator creates a new Microsoft SharePoint site collection.

B. An administrator creates a new mail flow rule.

C. A user shares a Microsoft SharePoint folder with an external user.
D. A user delegates permissions to their mailbox.

E. A user purges messages from their mailbox.

Answer: ABC

Explanation:
References:

https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-andcompliance?

NEW QUESTION 231
- (Exam Topic 4)

You have a Microsoft 365 tenant that contains a Windows 10 device named Devicel and the Microsoft Endpoint Manager policies shown in the following table.

Mame Type

Block execution of potentially
obfuscated scripts (js/vbs/ps)

= -—r'|-|' r'a:' (&ia

reafile

A. only the settings of Policy!
B. only the settings of Policy2
C. only the settings of Policy3
D. no settings

Answer: C

NEW QUESTION 235
- (Exam Topic 4)

You have a Microsoft 365 E5 subscription that has published sensitivity labels shown in the following exhibit.

= sensitivity

Labels Label policies

Auto-labeling(preview)

Sensitivity labels are used to classify email messages, documents, sites, and more.
When a label is applied (automatically or by the user), the content or site is protected
based on the settings vou choose. For example, you can create labels that encrypt
files, add content marking, and control user access to specific sites. L 24

Create alabel = Publish labels
Mame Order
Labell 0-highest

-~ Label2 1
Label3 0-highest
Labeld 0-highest

= Labels 5
Label6 0-highest

Which labels can users apply to content?

A. Labell, Label2, and Label5 only
B. Label3. Label4, and Label6 only
C. Labell, Label3, Labe2, and Label6 only

Refresh
Created by

Prvi
Prvi
Pra
Prvi
P

Prvi

D. Labell, Label2, Label3, Label4, Label5. and Label6

Answer: C

NEW QUESTION 237
- (Exam Topic 4)
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Your company uses Microsoft Cloud App Security.
You plan to integrate Cloud App Security and security information and event management (SIEM). You need to deploy a SIEM agent on a server that runs

Windows Server 2016.

What should you do? To answer, select the appropriate settings in the answer area. NOTE: Each correct selection is worth one point.

First action to perform

Second action to perform

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/office365/securitycompliance/integrate-your-siem-server-with-office-365-cas

NEW QUESTION 239
- (Exam Topic 4)

v

Install Java &

Install Microsoft NET Framework 3.5
Add the Windows Internal Database feature
Add the Setup and Boot Event Collection feature. |

<

Run the Set-MMagent emdlet.
Add the Setup and Boot Event Collection feature
Fun the java command and specify the -jar parameter

Run the Install-WindowsFeature cmdlet and specify the -source parameter.

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the

stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.
You have a Microsoft 365 subscription.
You discover that some external users accessed content on a Microsoft SharePoint site. You modify the SharePoint sharing policy to prevent sharing outside your

organization.

You need to be notified if the SharePoint sharing policy is modified in the future.

Solution: From the Security & Compliance admin center, you create a threat management policy. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 240
- (Exam Topic 4)

Your company has a Microsoft 365 subscription that uses an Azure Active Directory (Azure AD) tenant named contoso.com. The company stores 2 TBs of data in
SharePoint Online document libraries. The tenant has the labels shown in the following table.

MName
abell can now be used as a sensitivity
Labels Can niay De used as a
] o MOy D8 LUSEd &
A. Mastered

B. Not Mastered

Answer: A

Explanation:
abell can now be used as a sensit
LabDels Can now D used as a

A0 AN MmOy De uted a

NEW QUESTION 242
- (Exam Topic 4)

Type
s
Statements Yes Mo
m Ty 130 n Ay
retention label or an Azure Informat
i i ¥, i 5 ¥
Statements Yes No
m Ty 13D n AZL
retention label or an AZure Informabon

You have a Microsoft 365 E5 tenant.
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You need to ensure that when a document containing a credit card number is added to the tenant, the document is encrypted.
Which policy should you use?

A. a retention policy

B. a retention label policy
C. an auto-labeling policy
D. an insider risk policy

Answer: C

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/apply-sensitivity-label-automatically ?view=0365-w

NEW QUESTION 243

- (Exam Topic 4)

You have a Microsoft 365 tenant.

You plan to manage incidents in the tenant by using the Microsoft 365 security center.

Which Microsoft service source will appear on the Incidents page of the Microsoft 365 security center?

A. Microsoft Cloud App Security
B. Azure Sentinel

C. Azure Web Application Firewall
D. Azure Defender

Answer: A
Explanation:

Reference:
https://docs.microsoft.com/en-us/microsoft-365/security/defender/investigate-alerts?view=0365-worldwide

NEW QUESTION 248
- (Exam Topic 4)
You configure a conditional access policy. The locations settings are configured as shown in the Locations exhibit. (Click the Locations tab.)

Locations X

Control user access based on their physical
location.

W

The users and groups settings are configured as shown in the Users and Groups exhibit. (Click Users and Groups tab.)

X

Users and groups

8 Sele r d groups
i
W I [ e
Security reader o

Members of the Security reader group report that they cannot sign in to Microsoft Active Directory (Azure AD) on their device while they are in the office.
You need to ensure that the members of the Security reader group can sign in in to Azure AD on their device while they are in the office. The solution must use the
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principle of least
What should you

A. From the conditional access policy, configure the device state.

B. From the Azure Active Directory admin center, create a custom control.
C. From the Intune admin center, create a device compliance policy.

D. From the Azure Active Directory admin center, create a named location.

Answer: D

Explanation:
References:

https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition

privilege.
do?

NEW QUESTION 251

- (Exam Topic 4)

Your company uses Microsoft Defender Advanced Threat Protection (Microsoft Defender ATP). The devices onboarded to Microsoft Defender ATP are shown in

the following table.
Name Machine group
Devicel ATPI1
Device?2 ATPI
Device3 ATP2

The alerts visible in the Microsoft Defender ATP alerts queue are shown in the following table.

Name Machine
Alertl Devicel
Alert2 Device2
Alerts Device3

You create a suppression rule that has the following settings:

> Triggering 10

C: Any I0OC

> Action: Hide alert

> Suppression scope: Alerts on ATP1 machine group
For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

After you create the suppression rule, Alert1 is visible in the alerts queue.

After you create the suppression rule, Alert3 is visible in the alerts queue,

After you create the suppression rule, a new alert triggered on Device2 is

Statements

visible in the alerts queue,

A. Mastered
B. Not Mastered

Answer: A

Explanation:

A suppression rule will not affect alerts that are already in the alerts queue. Only new alerts will be suppressed.

NEW QUESTION 255

- (Exam Topic 4)

You have a Microsoft 365 E5 subscription that contains the users shown in the following table.

You have labels in Microsoft 365 as shown in the following table.

Name
Labell

Name Member of Microsoft 365 mlg_ﬁfﬁup o
Admint Content Explorer List viewer
Content ‘r'-c;}lf".r-f-r _ontent viewer
AdminZ Securty Administrator
| Content Explorer List

Typé

¥

| abel?

Retention

SRSE—

The Leader of IT Certification
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Label '

| Name | Type

| Filel File 1n SharePoint

1
I Mail 1 ’ Emaill message in Exchang nls . I
You have labels In Microsoft 365 as shown in the following table.
For each of the following statements, select Yes if the statement is true. Otherwise, select No.

Answer Area

Statements Yes Mo
Admin1 can view the contents of
AT all il i1t i {
! n 2 e f
A. Mastered

B. Not Mastered
Answer: A

Explanation:
Answer Area

Statements Yes No

Admin! can view the contents of File1 by us ntent ex

Admind can use Lontent x|

NEW QUESTION 260

- (Exam Topic 4)

You have a Microsoft 365 subscription.

From Microsoft 365 Defender, you create a role group named US eDiscovery Managers by copying the eDiscovery Manager role group.

You need to ensure that the users in the new role group can only perform content searches of mailbox content for users in the United States.
Solution: From Windows PowerShell, you run the New-complianceSecurityFilter cmdlet with the appropriate parameters.

Does this meet the goal?

A. Yes
B. No

Answer: A

NEW QUESTION 263

- (Exam Topic 4)

Your company has a Microsoft 365 subscription that uses an Azure Directory (Azure ADO tenant named Contoso.com. The tenant contains the users shown in the
following table.

You create a relation label named Labell that has the following configurations: Retains content for five years.

Automatically deletes all content that is older than five years.

You turn on Auto labeling for Labell b using a policy named Policyl. Policyl has the following configurations:

* Retains content for five years

» Automatically deletes all content that is older than five years

You turn on Auto labeling for Label 1 by using a policy named Policyl. Policy has the following configurations:

* Applies to content that contains the word Merger

* Specifies the OneDrive accounts and SharePoint sites locations You run the following command

Set RetentionConpliancePolicy Policyl RestrictiveRelention $true Force

For each of the following statements select Yes if the statement is true Otherwise, select No NOTE: Each correct selection is worth one point.
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Answer Area

Statements Yes Mo
W ] | 1 ’
| o i L - - | | L = !
i | -I il
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Answer Area
Statements Yes Mo

NEW QUESTION 265

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You discover that some external users accessed content on a Microsoft SharePoint site. You modify the SharePoint shoring policy to prevent sharing outside your
organization.

You need to be notified if the SharePoint sharing policy is modified m the future. Solution: From the SharePoint site, you create an alert.

Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 268

- (Exam Topic 4)

You have a Microsoft 365 tenant that contains a Windows 10 device. The device is onboarded to Microsoft Defender for Endpoint.

From Microsoft Defender Security Center, you perform a security investigation. You need to run a PowerShell script on the device to collect forensic information.
Which action should you select on the device page?

A. Initiate Live Response Session
B. Initiate Automated Investigation
C. Collect investigation package
D. Go hunt

Answer: A

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/security/defender-endpoint/live-response?view=0365-worldwid

NEW QUESTION 270

- (Exam Topic 4)

Your on-premises network contains an Active Directory domain named Contoso.com and 500 devices that run either macOS, Windows 8.1. Windows 10, or
Windows 11. All the devices are managed by using Microsoft Endpoint Configuration Manager. The domain syncs with Azure Active Directory (Azure AD).
You plan to implement a Microsoft 365 E5 subscription and enable co-management. Which devices can be co-managed after the implementation?

A. Windows 11 and Windows 10 only

B. Windows 11, Windows 10-Windows8.1.andmacOS
C. Windows 11 and macOS only

D. Windows 11 only

E. Windows 11. Windows 10, and Windows8.1 only
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Answer: C

NEW QUESTION 272

- (Exam Topic 4)

You have a Microsoft 365 E5 subscription.

You run an eDiscovery search that returns the following Azure Rights Management (Azure RMS) — encrypted content:

> Microsoft Exchange emails
> Microsoft OneDrive documents

> Microsoft SharePoint documents
Which content can be decrypted when you export the eDiscovery search results?

A. Exchange emails only

B. SharePoint documents, OneDrive documents, and Exchange emails
C. OneDrive documents only

D. SharePoint documents and OneDrive documents only

E. SharePoint documents only

Answer: A

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/export-search-results?view=0365-worldwide

NEW QUESTION 277

- (Exam Topic 4)

Your company has a Microsoft 365 subscription that uses an Azure Active Directory (Azure AD) tenant named contoso.com.

The tenant is configured to use Azure AD ldentity Protection.

You plan to use an application named Appl that creates reports of Azure AD Identity Protection usage. You register Appl in the tenant.
You need to ensure that Appl can read the risk event information of contoso.com. To which API should you delegate permissions?

A. Windows Azure Service Management API
B. Windows Azure Active Directory

C. Microsoft Graph

D. Office 365 Management

Answer: C

Explanation:
Reference:
https://docs.microsoft.com/en-us/graph/api/resources/identityprotection-root?view=graph-rest-beta

NEW QUESTION 280

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intune. Solution: You create an Apple
Configurator enroliment profile. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 281

- (Exam Topic 4)

HOTSPOT

You have a Microsoft 365 E5 subscription that contains two users named Adminl and Admin2. All users are assigned a Microsoft 365 Enterprise E5 license and
auditing is turned on.

You create the audit retention policy shown in the exhibit. (Click the Exhibit tab.)
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New audit retention policy

Harme «

Paolcy1

Desoription

Record Types

AzureActvelirectony -

Activities

Added user, Delefed user, Resel user password, Chonged user password, Changed user kcense, (T =

Usery

Admin

Dhuraticn *
1 90 Days

6 Months

1 Year

Priority %

100

1

After Policyl is created, the following actions are performed:
> Adminl creates a user named Userl.

> Admin2 creates a user named User2.

How long will the audit events for the creation of Userl and User2 be retained? To answer, select the
appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

User1 v

0 days
30 days
90 days
180 days
365 days

User2 v

0 days
30 days
90 days
180 days
365 days

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/audit-log-retention-policies?view=0365-worldwide

NEW QUESTION 283

- (Exam Topic 4)

You have a Microsoft 365 subscription.

Your network uses an IP address space of 51.40.15.0/24.

An Exchange Online administrator recently created a role named Rolel from a computer on the network. You need to identify the name of the administrator by
using an audit log search.

For which activities should you search and by which field should you filter in the audit log search? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.
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Leader of IT Certifications

Agtivities to search for:

Field to filter by:

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Activities to search for:

Field to filter by:

NEW QUESTION 288
- (Exam Topic 4)

v
Exchange mailbox activities
Site administration activities
Show results for all activities
Role administration activities
v
ltem
User
Detail
IP address
v
Exchange mailbox activities
Site administration activities
Show results for all activities ,
Role administration activities |
v
Item
User
Detail
IP address

You have a Microsoft 365 E5 subscription.
You plan to implement records management and enable users to designate documents as regulatory records. You need to ensure that the option to mark content
as a regulatory record is visible when you create retention labels.

What should you do first?

A. Configure custom detection rules.

B. Create an Exact Data Match (EDM) schema.
C. Run the Sec-RegulacoryComplianceUl cmdlet.

D. Run the Sec-LabelPolicy cmdlet.
Answer: C

Explanation:
Reference:

https://docs.microsoft.com/en-us/microsoft-365/compliance/declare-records?view=0365-worldwide

NEW QUESTION 292
- (Exam Topic 4)

You have a Microsoft 365 E5 tenant that contains 500 Android devices enrolled in Microsoft Intune. You need to use Microsoft Endpoint Manager to deploy a
managed Google Play app to the devices.
Which four actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the

correct order.
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Actions Answer Area

Create an app configuration policy
Link the account to Intune

Create a Microsoft account

Configure a mobile device management @ @

(MDM) push certificate

Add the app

Create a Google account

Assign the app

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Graphical user interface, text, application Description automatically generated

Reference:
https://docs.microsoft.com/en-us/mem/intune/apps/apps-add-android-for-work#assign-a-managed-google-play-a

NEW QUESTION 295

- (Exam Topic 4)
HOTSPOT
You have a Microsoft 365 E5 tenant that contains the users shown in the following table.
Name Role
Useri Global admin
User2 None
User3 None

You provision the private store in Microsoft Store for Business.
You assign Microsoft Store for Business roles to the users as shown in the following table.

Name Role
Usert MNone
User? Purchaser
User3 Basic Purchaser

You need to identify which users can add apps to the private store, and which users can assign apps from Microsoft Store for Business.
Which users should you identify? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Can add apps to the private store: v

User2 only

User1 and User2 only
User2 and User3 only
User1, User2, and User3

Can assign apps from Microsoft Store for Business v

User2 only

User1 and User2 only
User2 and User3 only
User1, User2, and User3

A. Mastered
B. Not Mastered

Answer: A
Explanation:

Graphical user interface, text, application Description automatically generated
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Reference:

https://docs.microsoft.com/en-us/microsoft-store/roles-and-permissions-microsoft-store-for-business https://docs.microsoft.com/en-

us/education/windows/education-scenarios-store-for-business#basic-purchaser-rol

NEW QUESTION 296

- (Exam Topic 4)
You have a Microsoft 365 tenant that contains the compliance policies shown in the following table.
Name | Require BitLocker - Require the device to be at or under the
_ | machine risk score
| Policy1 |Required | High N
| Policy2 - | Not configured | Medium_ ) - )
Policy3 | Required | Low
The tenant contains the devices shown in the following table.
Name BitLocker Drive, Microsoft Defender for | Policies applied
Encryption Endpoint risk status
_ ) ) . (BitLocker) | _ ) _ |
| Devicel Configured High Policy1, Policy3
Device2 Not configured | Medium Policy2, Policy3
Device3 Not configured | Low | Policy1, Policy2

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

Statements Yes No

Device1 is marked as compliant. O O
Device?2 is marked as compliant. O O

Device3 is marked as compliant. O O

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Graphical user interface, text, application Description automatically generated

NEW QUESTION 301

- (Exam Topic 4)

You have a Microsoft 365 tenant.

You create a retention label as shown in the Retention Label exhibit. (Click the Retention Label tab.)

Create a po elain what you

want and get rid of what you Review }FGUI’ SEHH’IQS

don't

it well take up to 1 day to apply the retentson poiicy 1o the locations you chose

. Name your labei Name

(L8 Tulabilgh

. Label settings

Descnpbon for adming

0 Review your settings

Description for users

Retention

and Defete

o RE0 Of wWhen i wat oreated

Bz Create ths label Bl

You create a label policy as shown in the Label Policy Exhibit. (Click the Label Policy tab.)
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atically apply a label to Detect content that matches this query:

™ Conditions

Ve'll apply thes policy to content that matches these conditeons.
. Choose label to auto-apply

Choose conditions Frogect

' MName your policy

Review your settings

Hack Pt Caficé

The label policy is configured as shown in the following table.

Configuration Value
Label to auto-apply 6Months
' Locations Exchange email |

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements Yes No
Any sent email message that contains the word ProjectX willbe O O
deleted immediately.
Any sent email message that contains the word ProjectX willbe (O O
retained for six months.
Users are required to manuallv apply a label to email messages () )

that contain the work ProjectX.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies

NEW QUESTION 306

- (Exam Topic 4)

You have a Microsoft 365 tenant.

You plan to create a retention policy as shown in the following exhibit.
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Create a policy to retain what you

want and get rid of what you REVEEW }IGLJF SE‘L'T.II"IQS

don L

It will take up to 1 day to apply the retention policy to the locations you chose

. MName your policy Policy name
contoso
'. Settings
Description Edit

@ Choose locations

Applies 1o content in these locations Edit
Exchange email
OneDrve accounts

SharePoint sites
Office 365 groups

@ Review your settings

Settings

Retention perhod
Don't retain content, but delete it if it's older than 7 years

Content that's currently older that this will be deleted after
you turm on the policy

Back Save for later Create this policy Cancel

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.

Microsoft SharePoint files that are affected by v
the policy will be [answer choice]. recoverable for up to seven vears

deleted seven years after they were created

retained for only seven vears from when they were created

Once the policy is created. [answer choice]. \
some data may be deleted immediately

data will be retained for a minimum of seven vears

users will be prevented from permanently deleting email messages for seven vears

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Microsoft SharePoint files that are affected by v
the policy will be [answer choice] recoverable forup to sevenyears _ _ _
deleted seven years after they were created,
retained for only seven vears from when thev were created
Once the policy is created, [answer choice]. L _ _ _ _ _ _ _ _ _ _ _ _ _ L

|some data may be deleted immediately |
data will be retamned for a minimum of seven years
users will be prevented from permanently deleting email messages for seven vears

NEW QUESTION 311

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 E5 subscription.

You create an account for a new security administrator named SecAdminl.

You need to ensure that SecAdminl can manage Office 365 Advanced Threat Protection (ATP) settings and policies for Microsoft Teams, SharePoint, and
OneDrive.

Solution: From the Microsoft 365 admin center, you assign SecAdminl the SharePoint admin role. Does this meet the goal?

A. Yes
B. No

Answer: B
Explanation:

You need to assign the Security Administrator role. Reference:
https://docs.microsoft.com/en-us/microsoft-365/security/office-365-security/office-365-atp?view=0365-worldwi
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NEW QUESTION 312

- (Exam Topic 4)

You purchase a new Microsoft 365 subscription.

You create 100 users who are assigned Microsoft 365 E3 licenses. From the Security & Compliance admin center, you enable auditing.
Six months later, a manager sends you an email message asking the following questions:

> Questionl: Who created a team nhamed Team1 14 days ago?

> Question2: Who signed in to the mailbox of Userl 30 days ago?

> Question3: Who changed the site collection administrators of a site 60 days ago?

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.
Answer Area

Statements Yes No
An audit log search from the Security & Compliance admin O 'S
center will provide the answer to question 1.

An audit log search from the Security & Compliance admin Y 'S
center will provide the answer to question 2

An audit log search from the Security & Compliance admin S -~
center will provide the answer to question 3.

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance https://docs.microsoft.com/en-
us/office365/securitycompliance/enable-mailbox-auditing

NEW QUESTION 314

- (Exam Topic 4)

You have a Microsoft 365 subscription.

You are planning a threat management solution for your organization.

You need to minimize the likelihood that users will be affected by the following threats: =» Opening files in Microsoft SharePoint that contain malicious content

> Impersonation and spoofing attacks in email messages
Which policies should you create in the Security & Compliance admin center? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Opening files in SharePoint that contain malicious content v
Anti-spam

ATP anti-phishing

ATP safe attachments
ATP Safe Links

Impersonation and spoofing attacks in email messages v
Anti-spam

ATP anti-phishing

ATP safe attachments
ATP Safe Links

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: ATP Safe Attachments

ATP Safe Attachments provides zero-day protection to safeguard your messaging system, by checking email attachments for malicious content. It routes all
messages and attachments that do not have a virus/malware signature to a special environment, and then uses machine learning and analysis techniques to
detect malicious intent. If no suspicious activity is found, the message is forwarded to the mailbox.

Box 2: ATP anti-phishing

ATP anti-phishing protection detects attempts to impersonate your users and custom domains. It applies machine learning models and advanced impersonation-
detection algorithms to avert phishing attacks.

ATP Safe Links provides time-of-click verification of URLSs, for example, in emails messages and Office files. Protection is ongoing and applies across your
messaging and Office environment. Links are scanned for each click: safe links remain accessible and malicious links are dynamically blocked.

References:

https://docs.microsoft.com/en-us/microsoft-365/security/office-365-security/office-365-atp#configure-atp-polici

NEW QUESTION 318

- (Exam Topic 4)

You have a Microsoft 365 E5 tenant.

You configure a device compliance policy as shown in the following exhibit.
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Compliance settings

Microsoft Defender ATP

Low
Device Health

Block
System Security

Require

Device default

ita storaqge on dey Require
Block
Actions for noncompliance
Action Schedule
Immediately
Immediately

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.

When a device reports a medium threat level. the device will v
be locked remotely

display a notification

marked as compliant

marked as noncomphant

removed from the database

Rooted devices will be v

allowed to access company resources
marked as compliant

prevented from accessing company resources
reported with a low device threat

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Graphical user interface, text, application, email Description automatically generated
Reference:
https://docs.microsoft.com/en-us/mem/intune/protect/compliance-policy-create-android

NEW QUESTION 319

- (Exam Topic 4)

You have an Azure Active Directory (Azure AD) tenant that contains a user named Userl. Your company purchases a Microsoft 365 subscription.
You need to ensure that Userl is assigned the required role to create file policies and manage alerts in the Cloud App Security admin center.
Solution: From the Azure Active Directory admin center, you assign the Compliance administrator role to User1.

Does this meet the goal?

A. Yes
B. No

Answer: A
NEW QUESTION 323
- (Exam Topic 4)

Your company has digitally signed applications.
You need to ensure that Microsoft Defender Advanced Threat Protection (Microsoft Defender ATP) considers the digitally signed applications safe and never
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analyzes them.
What should you create in the Microsoft Defender Security Center?

A. a custom detection rule

B. an allowed/blocked list rule
C. an alert suppression rule
D. an indicator

Answer: D

Explanation:
Reference:
https://docs.microsoft.com/en-us/windows/security/threat-protection/microsoft-defender-atp/manage-indicators

NEW QUESTION 325

- (Exam Topic 4)

Your network contains an Active Directory domain named contoso.com. All client devices run Windows 10 and are joined to the domain.
You update the Windows 10 devices by using Windows Update for Business.

What is the maximum amount of time you can defer Windows 10 updates? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

v
14 davs
30 davs
60 davs
120 days

Quality updates:

Feature updates: Y
60 davs
180 davs
365 davs
540 days

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/windows/deployment/update/waas-manage-updates-wufb

NEW QUESTION 327
- (Exam Topic 4)
You have a Microsoft 365 subscription that contains three groups named All users, Sales team, and Office users, and two users shown in the following table.

Name Member of
User1 All users, Sales team
User?2 All users, Office users
In Microsoft Endpoint Manage_r, you have thg Policie_s for Office apps settings shoyvn in the following exhibit.
Policy configurations
Create Reorder priority Total policy configurations: 3
Mame Priority T Recommendation status
0
1
2

The policies use the settings shown in the following table.
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Policy Default Shared Folder Location Default

Office
Theme

Allusers | https /isharepoint contoso com/addins_all_users Colorful

Office hitps /isharepoint. contoso com/addins_office_users White

Users

Policy

Sales hitps //isharepoint contoso com/addins_sales_team_users_ Dark

Team Gray

Policy

What is the default share folder location for Userl and the default Office theme for User2? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

The default shared folder location for User1 is v

https://sharepoint. contoso.com/addins_all_users
https://sharepoint. contoso.com/addins_office_users
hitps://sharepoint contoso.com/addins_sales_team_users_

The default Office theme for User 2 1S v
Colorful
Dark Gray
White
A. Mastered

B. Not Mastered
Answer: A

Explanation:

Table Description automatically generated

Reference:
https://docs.microsoft.com/en-us/deployoffice/overview-office-cloud-policy-service

NEW QUESTION 328

- (Exam Topic 4)

You have a Microsoft 365 subscription.

You have a group named Support. Users in the Support group frequently send email messages to external users.

The manager of the Support group wants to randomly review messages that contain attachments.

You need to provide the manager with the ability to review messages that contain attachments sent from the Support group users to external users. The manager
must have access to only 10 percent of the messages.

What should you do? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

To meet the goal for the manager, create: y
A label policy

A retention policy

A supervisor policy

An alert policy

MyAnalytics

To review the messages, the manager must use: Y

A message trace
An eDiscovery case
MyAnalytics
Outlook Web App

A. Mastered
B. Not Mastered

Answer: A
Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/supervision-policies
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NEW QUESTION 333
- (Exam Topic 4)
From the Microsoft Azure Active Directory (Azure AD) Identity Protection dashboard, you view the risk events shown in the exhibit. (Click the Exhibit tab.)

Sign-ins from anonymous IP addresses

O

ﬂ Apply a sign-in nsk pohcy for automatic mitigation. =¥

.
arng

07/ [+ T b} 0305 0323

USER

Allan Deyong

1TRITAT4.156

LOCATIOMN

EKishmey, Kishanéy, Moldova

SIGH-1N TIME (UTC)

Qr28/2018 10:24 AM

STATUS

Enrico Cattanes 172 17.174.186 Kishinev Kishines Meldova Q/2ES20NE 1020 AMA Active
Allan Deyong 178.32.185.102 Roubsi, Hauts-de-France F.. 9472018 1:09 AM Closed [passwornd
Ennce Cattanes 178.32,185.102 Roubar, Hauts-de-France F.., /42008 1215 AM Clased (password

You need to reduce the likelihood that the sign-ins are identified at risky. What should you do?

A. From the Security & Compliance admin center, create a classification label.

B. From the Security & Compliance admin center, add the users to the Security Readers role group.

C. From the Azure Active Directory admin center, configure the trusted IPs for multi-factor authentication.
D. From the Conditional access blade in the Azure Active Directory admin center, create named locations.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition

NEW QUESTION 337

- (Exam Topic 4)

You implement Microsoft Azure Advanced Threat Protection (Azure ATP). You have an Azure ATP sensor configured as shown in the following exhibit.
Updates

HAME

How long after the Azure ATP cloud service is updated will the sensor update?

A. 20 hours
B. 12 hours
C. 7 hours

D. 48 hours

Answer: B

NEW QUESTION 341

- (Exam Topic 4)

You have a Microsoft 365 subscription. You have a user named Userl. You need to ensure that Userl can place a hold on all mailbox content. Which rote should
you assign to Userl?

A. e Discovery Manager from the Security & Compliance admin center

B. compliance management from the Exchange admin center

C. User management administrator from the Microsoft 365 admin center

D. Information Protection administrator from the Azure Active Directory admin center

Answer: A
Explanation:

References:
https://docs.microsoft.com/en-us/Exchange/permissions/feature-permissions/policy-and-compliance-permissions
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NEW QUESTION 346

- (Exam Topic 4)

You have a Microsoft 365 tenant that contains two groups named Groupl and Group2.

You need to prevent the members or Groupl from communicating with the members of Group2 by using Microsoft Teams. The solution must comply with
regulatory requirements and must not affect other user in the tenant.

What should you use?

A. information barriers

B. communication compliance policies

C. moderated distribution groups

D. administrator units in Azure Active Directory (Azure AD)

Answer: A

NEW QUESTION 351

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have an Azure Active Directory (Azure AD) tenant that contains a user named Userl. Your company purchases a Microsoft 365 subscription.

You need to ensure that Userl is assigned the required role to create file policies and manage alerts in the Cloud App Security admin center.

Solution: From the Azure Active Directory admin center, you assign the Security administrator role to Userl. Does this meet the goal?

A. Yes
B. No

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/cloud-app-security/manage-admins

NEW QUESTION 353
- (Exam Topic 4)
You configure a data loss prevention (DLP) policy named DLP1 as shown in the following exhibit.

Choose the types of content to protect

This policy will protect that matches these requirements. You can choose sensitve info types and
existing labels

Confent contains

Any of these =

Sensitive info type Match accuracy
min max

Credit Card Mumber B85 10K

Retention labels
1 vear
M -

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.

DLP1 cannot be applied to [answer choice). v

Exchange email
SharePoint sites
OneDrive accounis

il
|

DLP1 will be applied only to documents that have [answer choice]. \ 4

both a credit card number and the 1 year label applied
gither a credit card number or the 1 year label applied
between 85 and 100 credit card numbers

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Using a retention label in a policy is only supported for items in SharePoint Online and OneDrive for Business.

Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/data-loss-prevention-policies?view=0365-worldwid
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NEW QUESTION 358
- (Exam Topic 4)
You have a Microsoft 365 E5 tenant that contains the users shown in the following table.

Name | Azure Active Directory | Microsoft Store for Member
| | (Azure AD) role ~ Business role | of
User1 | Application administrator | Basic Purchaser Group]
UserZ | None Purchaser Group?2
|User3 |[None | Basic Purchaser | Group3
You perform the following actions:
> Provision the private store in Microsoft Store for Business.
> Add an app named Appl to the private store.
> Set Private store availability for Appl to Specific groups, and then select Group3.
For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.
Statements Yes No

O

User1 can install App1 from the private store. @

G
O

User2 can install App1 from the private store.

User3 can install App1 from the private store. @, O

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Text Description automatically generated

Reference:
https://docs.microsoft.com/en-us/microsoft-store/app-inventory-management-microsoft-store-for-business#priva

NEW QUESTION 359

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a computer that runs Windows 10.

You need to verify which version of Windows 10 is installed. Solution: From Device Manager, you view the computer properties.

Does this meet the goal?

A.Yes
B. No

Answer: B

Explanation:
Reference:
https://support.microsoft.com/en-us/windows/which-version-of-windows-operating-system-am-i-running-628be

NEW QUESTION 360

- (Exam Topic 4)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an on-premises Active Directory domain. The domain contains 2,000 computers that run Windows 8.1 and have applications installed as
shown in the following table.

| _Name | Applicationcount Used by
App T 21 Finance department, sales department

Appd 100 Marketing department

You enroll all the computers in Upgrade Readiness.

You need to ensure that Appl and App2 have an UpgradeDecision status of Ready to upgrade. Solution: You set the Importance status of Appl to Business
critical.

Does this meet the goal?

A. Yes
B. No
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Answer: B

Explanation:
Business Critical will prevent the app having a status of Ready to upgrade. References:
https://docs.microsoft.com/en-us/windows/deployment/upgrade/upgrade-readiness-identify-apps

NEW QUESTION 361
- (Exam Topic 4)

You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.onmicrosoft.com. Your company implements Windows Information Protection

(WIP).
You need to modify which users and applications are affected by WIP.

What should you do? To answer, select the appropriate options m the answer area. NOTE: Each correct selection is worth one point.

To modify which users are affected bv WIP, configure:

pd

The Azure AD app registration
The Azure AD device settings
The MAM User scope

The mobile device management (MDM) authoritv

To modify which applications are affected by WIP, configure:

, 4

App configuration policies
App protection policies
Compliance policies

Device configuration profiles

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/windows/security/information-protection/windows-information-protection/crea

NEW QUESTION 366
- (Exam Topic 4)
You have retention policies in Microsoft 365 as shown in the following table.
Name Location
Policyl | OneDrnive accounts
Policy2 Exchange email, Exchange public folders, Office 365 groups,

OneDnive accounts, SharePownt sites

Policyl is configured as shown in the Policyl exhibit. (Click the Policyl tab.)

§ = " . e R \ of o | o - i
Lecige I VIO Wan ) retain ¢ 'r'T."f‘ [, agiete W DO
Lo oy wran] 1o 1ol gy crsenlient ¥
[ - »

T
M el e O

Policy2 is configured as shown in the Policy2 exhibit. (Click the Policy2 tab.)
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Do you want to retain content?

(=)

®

Neod more optona?

— “
1

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements . Yes No
If a user creates a file in Microsoft OneDrive on January 1, 2018, ® ®
users will be able to access the file on Januarv 15. 2020.
If a user deletes a Microsoft OneDrive file that was created on O ®
January 1. 2018, an administrator will be able to recover the file on = -
April 15, 2020.
If a user deletes a Microsoft OneDrive file that was created on & O

January 1. 2018, an administrator will be able to recover the file on
April 15, 2023.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies#the-principles-of-retention-or

NEW QUESTION 370
- (Exam Topic 4)
You have a Microsoft 365 tenant.

You discover that administrative tasks are unavailable in the Microsoft Office 365 audit logs of the tenant. You run the Get-AdminAuditLogConfig cmdlet and
receive the following output:
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You need to ensure that administrative tasks are logged in the Office 365 audit logs. Which attribute should you modify?

A. TestCmdletLoggingEnabled
B. UnifiedAuditLogIngestionEnabled
C. AdminAuditLogEnabled

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/powershell/module/exchange/policy-and-compliance-audit/set-adminauditlogc

NEW QUESTION 371

- (Exam Topic 4)

You have a Microsoft 365 E5 subscription that uses Microsoft intune.

in the Microsoft Endpoint Manager admin center, you discover many stale and inactive devices, You enable device clean-up rules
What can you configure as the minimum number of days before a device a removed automatically?

Answer: D

NEW QUESTION 376

- (Exam Topic 4)

Your network contains an Active Directory domain named contoso.com. The domain contains 100 Windows 8.1 devices. You plan to deploy a custom Windows 10
Enterprise image to the Windows 8.1 devices. You need to recommend a Windows 10 deployment method. What should you recommend?

A. a provisiong package
B. an in place upgrade
C. wipe and load refresh
D. Windows Autopilot

Answer: C

Explanation:

https://docs.microsoft.com/en-us/windows/deployment/deploy-windows-mdt/upgrade-to-windows-10-with-the

In-place upgrade differs from computer refresh in that you cannot use a custom image to perform the in-place upgrade. In this article we will add a default Windows
10 image to the production deployment share specifically to perform an in-place upgrade.
https://docs.microsoft.com/en-us/windows/deployment/deploy-windows-mdt/refresh-a-windows-7-computer-wi To complete a computer refresh you will: Back up
data and settings locally, in a backup folder. Wipe the partition, except for the backup folder. Apply the new operating system image. Install other applications.
Restore data and settings.

NEW QUESTION 381

- (Exam Topic 4)

Your company has offices in five cities. The company has a Microsoft 365 tenant.
Each office is managed by a local administrator. You plan to deploy Microsoft Intune.

You need to recommend a solution to manage resources in intune that meets the following requirements: > Local administrators must be able to manage only the

resources in their respective office.
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> Local administrators must be prevented from managing resources in other offices.

> Administrative effort must be minimized.
What should you include in the recommendation?

A. device categories

B. scope tags

C. configuration profiles

D. conditional access policies

Answer: B

Explanation:
Reference:
https://docs.microsoft.com/en-us/mem/intune/fundamentals/scope-tags

NEW QUESTION 385
- (Exam Topic 4)
You have a Microsoft 365 subscription that contains the users shown in the following table.

Name Member of Azure Active Directory (Azure AD) role
Userl Group] Global administrator
User2 Group2 Cloud device administrator

You configure an Enroliment Status Page profile as shown in the following exhibit.
Settings

The enroliment status page appears during initial device setup. If enabled,
users can see the installation progress of assigned apps and profiles

Show app and profile installation progress No

Show time limit error when installation takes

longer than specified number of minutes "

Show custom message when time hmit error Yes @D
occurs

Allow users to collect logs about instalattion Yes @D
errors

Only show page to devices provisioned by

out-of-box experience (OOBE) No
Block dewvice use until all apps and profiles are Yes @EED

installed

You assign the policy to Groupl.
You purchase the devices shown in the following table.

' I'"iame | Plﬂt-l;o rm
Devicel Windows 10
Android

Devicel

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements Yes

If User1 performs the initial device enroliment for Device1, the Enroliment
Status Page will show.

If User1 performs the initial device enrollment for Device2, the Enroliment 0O
Status Page will show.

If User2 performs the initial device enrollment for DeviceZ2, the Enroliment O
Status Page will show.

A. Mastered
B. Not Mastered

Answer: A
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Explanation:
Reference:
https://docs.microsoft.com/en-us/mem/intune/enroliment/windows-enrollment-status

NEW QUESTION 389

- (Exam Topic 4)

You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com.
A user named Userl has files on a Windows 10 device as shown in the following table.

Name Text in file
importing and exporting 1s easy For impor, you need a source, and for
Fileldocx | = e
expon_ vou need a deshnaton
F B .
- Y ou must declare whalt you wantto impon  Dangerous items cannot be
File2 docx i
imported If you wantto import valuables, you musl pay cusloms
Fil | M are inthals forinstant messaging You can use Microsoft Skype tor M, but
e QOlX

there are also other IM programs

In Azure Information Protection, you create a label named Labell that is configured to apply automatically. Labell is configured as shown in the following exhibit.

Condition: Condition1

Defaull Direclory — Azure informa

F]

Condition 1

* Match esact phease or pattern @
m

El - |
For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements Yes No

Label1 applies to File1.docx. O O

Label1 applies to File2.docx. O O

Label1 applies to File3.docx.

A. Mastered
B. Not Mastered

Answer: A

Explanation:

The phrase to match is "im" and it is case sensitive. The phrase must also appear at least twice. Box 1: No
Filel.docx contain the word "import" once only

Box 2: Yes

File2.docx contains two occurrences of the word "import" as well as the word "imported" Box 3: No
File3.docx contains "IM" but his is not the correct letter case. References:
https://docs.microsoft.com/en-us/azure/information-protection/configure-policy-classification

NEW QUESTION 392

- (Exam Topic 4)

You have a Microsoft 365 E5 subscription.

You need to identify which users accessed Microsoft Office 365 from anonymous IP addresses during the last seven days.
What should you do?
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A. From the Cloud App Security admin center, select Users and accounts.

B. From the Microsoft 365 security center, view the Threat tracker.

C. From the Microsoft 365 admin center, view the Security & compliance report.
D. From the Azure Active Directory admin center, view the Risky sign-ins report.

Answer: A

NEW QUESTION 397

- (Exam Topic 4)

DRAG DROP

You have a Microsoft 365 E5 subscription. Several users have iOS devices.
You plan to enroll the iOS devices in Microsoft Endpoint Manager.

You need to ensure that you can create an iOS/iPadOS enrollment profile in Microsoft Endpoint Manager. Which three actions should you perform in sequence?

To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the correct order.
Actions Answer Area

From the Microsoft Endpoint Manager admin center,
| add a device enroliment manager

From the Microsoft Endpoint Manager admin center,

download a certificate signing request @
Upload an Apple MDM push certificate to Microsoft
Endpoint Manager @

Creale a certificate from the Apple Push Certificates
Portal

From the Microsoft Endpoint Manager admin
center, configure device enrollment restrictions

A. Mastered
B. Not Mastered

Answer: A
Explanation:

Reference:
https://docs.microsoft.com/en-us/mem/intune/enroliment/apple-mdm-push-certificate-get

NEW QUESTION 402

- (Exam Topic 4)
HOTSPOT
You have a Microsoft 365 subscription that contains the users in the following table.
' Name | Member of :
" User1 ' Group1
| User2 ' .G.r{)up'l _ Gruu;}.?
| User3 Group3 |
In Microsoft Endpoint Manager, you create two device type restrictions that have the settings shown in the following table.
Priority | Name | Allowed platform | Assignedto
1 P-T-_.fpe'He‘s.H | Android, Windows (MDM) | Group1
! 2 ' T*_.-"peHestE lios - = Grﬁup?
In Microsoft Endpoint Manager, you create three device limit restrictions that have the settings shown in the following table.
| Priority | Name | Device limit | Assigned to |
 LimitRest1 [ | Group2
| 2 LimitRest2 10 Group1
|3 | LimitRest3 '5 ' Group3 1

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements Yes No
User1 can enroll up to 10 Windows 10 devices in Microsoft Endpoint Manager. () O
User2 can enroll up to 10 10S devices in Microsoft Endpoint Manager O O
User3 can enroll up to five Android devices in Microsoft Endpoint Manager O O
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A. Mastered
B. Not Mastered

Answer: A

Explanation:

User1 can enroll up to 10 Windows 10 devices in Microsoft Endpoint Manager.

Statements

User2 can enroll up to 10 10S devices in Microsoft Endpoint Manager O

User3 can enroll up to five Android devices in Microsoft Endpoint Manager. O

NEW QUESTION 404
- (Exam Topic 4)

You configure an anti-phishing policy as shown in the following exhibit.

Policy setting

Impersonation

Spoof

Advanced settings

Policy name
Description
Applied to

Users to protect

Protect all domains | own

Protect specific domains

Action > User impersonation

Action > Domain impersonation
Safety tips > User impersonation
Safety tips > Domain impersonation
Safety tips = Unusual characters
Mailbox intelligence

Enable antispoofing protection
Action

Advanced phishing thresholds

Managers

If the email is sent to:

InvinS@MIE5x2B9755.0nMicrosoft.com
MinamG@EMIE52289755.0nMicrosoftcom

Except if the email is sent to member of;

test TwwBMIB5x 2897 55.OnMicrosoft.oom

On - 3 User(s) specified
on
On - 2 Domain(s) specified

Move message to the recipients’ Junk Email folders

Delete the message before it's delivered
o
Off
Ot
Off

On
Quarantine the message

3 - More Aggressive

No

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.

If a message is identified as a domain impersonation,

[amswer choice].

To reduce the likelihood of the impersonation policy
generating false positives. configure [answer choice].

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

'

the message is delivered to the Inbox folder

the message is moved to the Deleted Items folder
the messages are moved to the Junk Email folder

v

Advanced phishing thresholds
Domain impersonation

Enable antispoofing protection
Mailbox intelligence

https://docs.microsoft.com/en-us/office365/securitycompliance/set-up-anti-phishing-policies#learn-about-atp-an

NEW QUESTION 405
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